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1.

Introduction

The XPC 802.11b/g Wireless Kit aims to let your XPC quickly and
seamlessly communicate with a 802.11b/g (at up to 54 Mbps)
networks. Wireless networking uses radio frequencies to transmit
and receive data between your XPC's and other network devices.
With this Wireless Kit, surfing on the Internet couldn’t be any easier.
Simply install the USB connector to the reserve header on
mainboard, launch the attached friendly-interfaced program- Shuttle
Wireless tool to configure the Module, and you will be ready to
experience a LAN (local area network) that can be accessed
anywhere. You can operate the network in either an independent
mode or an infrastructure mode. The former, which is also known
as peer-to-peer or ad-hoc network, lets you directly make connec-
tion with other wireless-equipped computers, and the later, the so-
called infrastructure network, allows you to communicate with wired
LAN via an access point. To obtain the complete benefits your XPC
802.11b/g Wireless Kit provides, please read this manual carefully
before using it.

1.1 Features

With XPC 802.11b/g Wireless Kit, you can

* exchange data over the air, which minimizes the need for wired
connections.

»*

possess the portability and mobility of wireless networking
connectivity wherever you are.

operate Ad-Hoc or Infrastructure modes.
utilize up to 256-bit WEP,WPA encryption.
enjoy high-speed data transfer rate up to 54 Mbps.

LR B

employ automatic data rate switching which offers maximum
reliability, throughput and connectivity.

»*

monitor and configure the network via the supplied friendly-
interfaced application ~ Shuttle Wireless Tool.

* Operate a Software Access Point to share your internet
connection with friend family.




1.2 Package Contents

Before starting installation, please make sure the package you pur-
chased includes the following items:

v One XPC 802.11b/g Wireless Kit

v One Antenna

v One Antenna cable

v One Chassis

v 4 x Screws

v One Driver CD with Shuttle SoftAP

v One User Manual

If any of the items listed above are missing or damaged, please
contact your distributor.

1.3 System Requirements

To properly operate your XPC 802.11b/g Wireless Kit, your com-
puter must meet the following minimum requirements:

<

Pentium Il MHz processor or higher
v 128 MB RAM or above

v A CD-ROM drive

Microsoft Windows 2000/ XP/ Vista

<




2. Installation Of The XPC 802.11b/g Wireless Kit

Installing the XPC 802.11b/g Wireless Kit is quick and easy. Sim-
ply follow the steps below to install the hardware, followed by a few
clicks of the mouse and you will be up and running on your own
wireless network.

2.1 Hardware Setup

* STEP 1
Unfasten the screws on the back panel and remove the case.

* STEP 2

Use a 6mm screwdriver to puncture the perforated hole on the back
panel from the outside in. Once the screwdriver can pass through
the hole, carefully snap the metal tag off.

Note : If the cover still does not detach, carefully
bend it by pushing down from the inside '*""T,

of the chassis.

* STEP 3

Take out the XPC 802.11b/g
Wireless Kit.

J

Note : The installation process of XPC 802.11b/g Wireless Kit will
be different for each XPC model and dependent on each XPC
design. Please refer to the following installation instructions for
your XPC model.




For P series chassis

* STEP 4-1

Install the XPC 802.11b/g Wireless Kit to the four attachment points
as shown below.

® For P chassis

® For P2/P3 chassis




* STEP 4-2

Install the antenna cable connector through the side reserve hole into the
back chassis and use a lock to secure the antenna from the outside.

Refer to Step5 (Pagell).

® For P chassis

® For P2/P3 chassis

horizontally. Do not turn or twist the cable.

[Caution : When inserting the cable connector, check the socket alignment and only push ]

Note : If some difficulty is found while inserting the antenna socket into the reserve hole, make
sure the surface is clean. Finally, check the alignment and then use some more force .




For i chassis

* STEP 4-1

Install the XPC 802.11b/g Wireless Kit to the four attachment points
as shown below.

* STEP 4-2

Install the antenna cable connector through the side reserve hole into the
back chassis and use a lock to secure the antenna from the outside.

Refer to Step5 (Pagell).

0O ——

horizontally. Do not turn or twist the cable.

[Caution : When inserting the cable connector, check the socket alignment and only push ]

Note : If some difficulty is found while inserting the antenna socket into the reserve hole, make
sure the surface is clean. Finally, check the alignment and then use some more force .




For G series chassis

* STEP 4-1

Unscrew the two XPC
802.11b/g Wireless Kit's
screws and remove the
module cover.

* STEP 4-2

Take out the Antenna cable connector and remove the lock, then
install it to the XPC 802.11b/g Wireless Kit.

@ Removethelock.

* STEP 4-3

Take out the chassis and fasten the XPC 802.11b/g Wireless Kit to
the chassis with the two screws.




* STEP 4-4

Screw the XPC 802.11b/g
Wireless Kit to the two
holes on the upside of the
chassis arm, near the
rear of the XPC.

* STEP 4-5

Install the antenna cable connector through the side reserve hole into the

back chassis.

Antenna cable connector

/Caution : When inserting the cable connector,\
check the socket alignment and only
push horizontally.

Do not turn or twist the cable.

%

/Note: If some difficulty is found while insert- )
ing the antenna socket into the reserve
hole, make sure the surface is clean.
Finally, check the alignment and then

K use some more force . /

* STEP 4-6

Use a lock to secure the
antenna from the outside.

Refer to Step5 (Pagell).

.




For K chassis

* STEP 4-1

Unscrew the two XPC
802.11b/g Wireless Kit's
screws and remove the
module cover.

* STEP 4-2

Take out the Antenna cable connector and remove the lock, then
install it to the XPC 802.11b/g Wireless Kit.

@ Removethelock.
A 4

* STEP 4-3

Screw the XPC 802.11b/g
Wireless Kit to the two
holes on the upside of the
chassis arm, near the rear
of the XPC.




»*

STEP 4-4

Install the antenna cable connector through the side reserve hole into the

back chassis.

/Caution : When inserting the cable

N

connector, check the socket
alignment and only push
horizontally.

Do not turn or twist the cable.

j

f Note : If some difficulty is found while

N

inserting the antenna socket into
the reserve hole, make sure the

~

surface is clean. Finally, check the

alignment and then use some more
force .

Antenna cable connector

j

»*

STEP 4-5

Use a lock to secure the
antenna from the outside.

Refer to Step5 (Pagell).

10



* STEP 5

Screw the antenna onto the exposed thread. Set the antenna to
vertical for good reception.

Y o i : oo ,.I’r - .
‘ £ ".{I{.ﬁh\ Ve
( Note : Make sure all the connectors are aligned in the correct direction. >
* STEP 6
Connect the signal cable from the XPC 802.11b/g Wireless Kit to
the 5-pin USB header located on the motherboard. Double check
all connections before continuing.
* STEP 7

Attach the case and fasten the thumbscrews to complete the
hardware installation.

11



2.2 Software Installation

2.2.1 For Windows 2000 and XP users

1. Exit all Windows programs. Insert the included CD-ROM
into your computer. The CD-ROM will run automatically.

2. When the Main Menu screen appears,
click “Driver Installation” to continue.

Wireless AP/LAN Module

XPC 802.11b/g Wireless Kit 1

Driver Installation

Install Adobe Acrobat Reader

Browse User Guide

Browse CD contents

Exat

Designed for the XPC — Universal compatibility

12



3. When the Welcome screen appears, click Next to continue.

XPC 802.11b/g Wireless Kit &|

Welcome to the InstallShield Wizard for XPC
802.11b+g Wireless Kit

The InstallShield® ‘Wizard will install XPC 802 11b+g
Wireless Kit on your computer. To continue, click Next

4. The installation program will start running automatically.
Follow the on-screen instruction to proceed.

XPC 802.11b/g Wireless Kit

Choose Destination Location
Select folder where Setup will install files.

Setup will install XPC 802 11b+g Wieless Kit in the following folder.

To install to this folder, click Next. To install to a different folder, click Browse and select

another folder
Destination Folder
C:A\ L ANWLANNAPC 802 11b+g Wireless Kit Browse... |

13



5. Click Finish to complete the software installation.

XPC B02.11b/g Wireless Kit

Installation Complete

You have to plug-in the device after the instalation program
and system will find your device automatically to finish the
installation, then you could enjoy your device.

14



2.2.2 For Windows Vista users

1. Exit all Windows programs. Insert the included CD-ROM
into your computer. The CD-ROM will run automatically.

2. When the Main Menu screen appears,
click “Driver Installation” to continue.

Shuttle

Wireless AP/LAN Module

XPC 802.11b/g Wireless Kit 1

Driver Installation

Install Adobe Acrobat Reader

Browse User Guide

Browse CD contents

Exat

Designed for the XPC — Universal compatibility

15



3. When the Welcome screen appears, click Next to continue.

Welcome lo the InztallShield Wizaid for XPC 802.11bs+g Wireless Kit Inztalles

InstaliSli 2 d 1 chsx -‘]_iﬂﬂﬁ’_i |: — 1 concel |

4. Please read the following license agreement carefully.
Select | accept the terms of the license agreement,
click Next to continue.

5 hudlle Communcations, Inc. Sollware Licerme Ageemert

PLEASE READ THIS SOFTWARE LICENSE AGREEMENT [ LICENSE ") CAREFULLY
BEFORE USING THE SHUTTLE SOFTWARE. BY USING THE SHUTTLE SOFTWARE,
70U ARE AGREEING TO BE BOUND BY THE TERMS OF THIS LICENSE.

IF vOU DO NOT AGREE TO THE TERMS OF THIS LICEHSE, DO NDT USE THE
SOFTWARE. IFYOU DD NOT AGREE TO THE TEAMS OF THE LICEHSE, YDU MAY
RETURN THE SHUTTLE SOFTWARE TO THE PLACE WHERE YOU DBTAINED IT FOR
FUND. |F THE SHUTTLE S0FTWARE WaAS ACCESSED ELECTROMICALLY, CLICK
AGREEADECLINE" FOR SHUTTLE SOFTWARE IMCLUDED WITH YOUR
PURCHASE OF HARDWARE . YOU MUST RETURN THE ENTIRE
HAADWARE/SOFTWARE PACKAGE IN DRDER TO QBTAIN & REFUND.

1. General The soltv : | and anplonts ang this Licenss

-, v ted ribp ey, on Ay olbest media o n sy clhes fom |coleciiel (e
“Shastie Softveare”| ars oensed. not sk, to peu by Shazle Communications. Inc. (“Shultles”)
fet uze oaly under the berme of this Licenze, and Shutids 1eserves all rights not expreszly
graned to you  The richtz qamed e ae imied to Shutlle's and s Beenros’ inteBechual

- Gt L _F | T— I
Inestall’ | <bock [| New» © T

16



5. The installation program will start running automatically.
Follow the on-screen instruction to proceed.

Ready to Install the Program
Tha w wialation

retalation

changs e of your nstallation ssiiings, cick Back. Click Cancal to el the

Instal IGield

6. Click Finish to complete the software installation.

"WBC 807 11b+q Wireless Kit Installer - Inziallon

InztallShisld Wizard Complate

fully nstalled MPC 802 11bsg W

Instalifi£a - W <Beck | E’@ r _-'] Cancsl r‘

17



2.3 Network Connection

Once the device driver is well installed, a network setting de-
scribed in the following should be also established.

When finished, restart your computer to activate the new device

in Windows 2000/XP.

1. In Windows 2000

Go to Start > Settings > Control Panel > Network and

Dial-up Connections > Local Area Connection >
Properties.

1. In Windows XP

Go to Start a Control Panel > Network and Internet

Connections > Network Connection > Wireless Network

Connection Enabled USB Wireless Network Adapter.

Options Cameras Tasks Multimedia

5 3! & >
System Users and
Passwords

Connects to other computers, networks, and the Internet

Bconroipbanel lsix]
| He ot yiew Favorkes ook Hep E
| 4o - = - 5| Qseach [YFolders (PHstory | U OF X w3 | EH-
| Address [0 Control panel | @0
= - Arcessibilty  AddjRemove AddfRemove Administrative  DatefTime Al
'—1 TI I 1 Options Hardware Programs Tools
Control Panel @ Aﬁ‘ Pl % ﬁ'
Display  Folder Opbions Fonks Game Inkernet
Network and Dial-up Controlers Options
Connections @ N
Connects to other computers, -3 ™ @ 1 i
networks, and the Internet w )
Windows Update Keyboard Mouse Phone and  Power Options
Windows 2000 Suppcrt odet.
.8 ) \
@ @ B @ ¢
Printers Regional Scanners and  Scheduled Sounds and

18



2. Make sure that all the required components are installed.

-+ Wireless Network Connection Properties [7‘&|

Genesal | Wireless Networks | Authentication | Advanced
Connect using:
HB PC 802 11b/g'Wireless Kit

[ Conigwe. ]

This connection uses the following Rems

Client for Miciosolt Metworks
¥ JBFile and Prter S haring for Microsolt Netwaks
W S8 005 Packet Scheduer

[ %™ Intemet Protocol [TCPAF)

L
( [ e | [J unewal ] [ Propeties
et

Allows your computer to access resournces on a Microsoft
network.

Show icon in noliication area when connected

3. If any components are missing, click on the Install... button

to select the Client/Service/Protocol required. After se-
lecting the component you need, click Add... to add it in.

T — 21 x]
Click the type of network component you want to install

[ ® Clent

S service
Lg Froiocol ]

-~ Descnption

A protocol is & language your computer uses to
commuricate with other computers.

4. For making your computer visible on the network, make sure

you have installed File and Printer Sharing for Microsoft
Networks.

19



2.4 |P Address

Note : When assigning IP Addresses to the computers on the network,
remember to have the IP address for each computer set on the same
subnet mask. If your Broadband Router use DHCP technology,
however, it woniit be necessary for you to assign Static IP Address
for your computer.

1. To configure a dynamic IP address (i.e. if your broadband Router
has the DHCP technology), check the Obtain an IP Address
Automatically option.

2. To configure a fixed IP address (if you broadband Router is not
DHCP supported, or when you need to assign a static IP
address), check the Use the following IP address option. Then,
enter an IP address into the empty field, for example, enter 192.
168.1.1 in the IP address field, and 255.255.255.0 for the Subnet

Mask.
Internet Protocol {TCP/IP) Properties
Generdl | General
fou can gat [P settings assigresd sutomabealy | network supports YwmwimendﬂlmﬂuHmmwh
Ihsc-wd?:y Ol'unin wullc!dluod:wurmww:ud&mnwiﬂ this capabity, Otherwise, vou nesd to 2dk your natwork sdministrator for
] I
* Dbtain DNS server address automateally € OFiar ONE darver addas i ranwieg
" Useg the following DN server addiesses: — Llge the folowing DS serves
L 1Dk I Prefened DNS server ]
I Alamate DNS tarver ]
[indonts | Advanced
[ | Corcel_|

20



2.5 Configuration Utility

After the Wireless adapter has been successfully installed, users
can use the included Configuration Utility to set their preference.

Go to Start > (All) Program > XPC 802.11b+g Wireless Kit
> XPC 802.11b+g USB Wireless Utility

JHanmrnelts

&
I"I E-mail ....J My Pichures
8 Outlook Express
L
¥ Windows Catalog
© Windows Update
@) Accessories
™) Games
™ Startup

@ Tour Windows XP

p] Files and Settings Tr.
Wizard

& Internet Explorer
W MSN Explorer

(%) Outiook Express
4. Remote Assistance

y Paint
: ® windows Media Player

e —
@| Log Off r6| Turn Off Computer

AR

For Windows 2000/XP, the Configuration Utility icon will also ap-
pear in the taskbar. You can open the Configuration Utility by click-

ing the icon.
[5@ 2:10 PM

21



Note : There will be two modes - Station and Access Point for you to
switch, you can select the mode you need from the pull-down menu.

'r Network Adapter:
- PC B02.11hjg Wireless Kit

Mode: | Station

Avnilable Network:
 Current Network Inf "

SSID Stren...
meeting_room  55% Channel: &
D624+ 0%
linksys-g A% Type: Infrastructure

32% "

SSID: b

oligo_test 1% inksys-g

Tx Rate: 11 Mbps

Encrypt: None

More Sefting. .

Rafrash ] - J
Link Status: Connected to Access Point. BSSID=00 12 17 61 26 85

Signal Swength: I 61%
Link Quati:  [————— 7%
Tx Frame: 51 Rx Frame: 68

()

22




2.6 Station

Select Station mode, and you will see the following figure.

T XPC 602.11b/g wireless kit

' ! Network Adapter: Mode: [Slatinn -
#Avallable Network:
T - - ~ Current Network Inf
| 88ID Stren...
| meeting_room  55% Channel: &
| DI-G2a+ Jo%s
| linksys-g A% Type: Intrastructure
2% 3
SSID: link: -
oligo_test B1% neysg
Tx Rate: 11 Mbps
Encrypt: None ( More Sefing ‘]
[ Refresh ]
Link Status: Connected to Access Point. BSSID=00 12 17 61 26 8%
Signol Stength: E— B1%
Uink quatiny: I———— n%
- \\ Tx Frame: 51 Fix Frame: 68 ([?,!]

Shows the selected channel that is currently in use. (There

Channel are 14 channels available, depending on the country.)

The infrastructure is intended for the connection between
wireless network cards and an Access Point. With the
wireless adapter, you can connect wireless LAN to a wired

Type global network via an Access Point. The Ad-hoc lets you set
a small wireless workgroup easily and quickly. Equipped
with the wireless adapter, you can share files and printers
between each PC and laptop.

The SSID is the unique name shared among all points in
your wireless network. The name must be identical for all

SSID devices and points attempting to connect to the same
network. It shows the current SSID setting of the Wireless
USB Adapter.

Click the down arrow V¥ to select the Tx Rate from Auto, 1,
Tx Rate 2,5.5,11,6,9, 12, 18, 24, 36, 48, 54 Mbps, you can select
up to 54 Mbps.

23



Encrypt

WEP is a data privacy mechanism based on a 64-bit
/128-bit /256-bit shared key algorithm.

More Setting...

Click the More Setting button to configure, see the
following figure (Refer to the More Setting part on the
next page for more information about this figure):

Setling ﬁl
General Connection Setting - =
Channel 34 Tx Aate =1 m
ssip |
Network Type | |
Encryption | |
Autheatication Mode | =]
r Encryption Setting
[ 'WEP Encryplion Key Setting ] : ‘WFA Encrption Setting _]
r Profile
Profile nome: -
[ Losd 1 [ seecuwmen | [ Delets |
r Other
For more advanced sefing. information...
[ Advanced Seting.. ] [ Infeem ation ]
[T | [ ok )

Link Status

Displays the information about the status of the
communication between the Wireless USB Adapter and
the Access Point.

Signal Strength

Displays the signal strength of the connection between
the Wireless USB Adapter and the Access Point it
connects.

Displays the link quality of the connection between the

Link Quality Wireless USB Adapter and the Access Point it connects.
The quantities for the wireless network card transmit.
Tx Frame .
(Frame: The unit of packet)
The quantities for the wireless network card receive.
Rx Frame

(Frame: The unit of packet)

24



More Setting

Channel

The Channel will change automatically according to
APs setting.

Tx Rate

Click the down V¥ arrow to select the Tx Rate from
Auto, 1,2, 5.5, 11,6, 9, 12, 18, 24, 36, 48, 54 Mbps,
you can select up to 54 Mbps.

SSID

The SSID is the unique name shared among all points
in your wireless network. The name must be identical
for all devices and points attempting to connect to the
same network.

Any

You may select to have SSID by choosing any, the SSID
will be obtained automatically from whichever Access
Point with the optimal signal for this device. If any is
left unchecked, it means you will have to enter the SSID
manually.

Network Type

The infrastructure is intended for the connection
between wireless network cards and an Access Point.
With the wireless adapter, you can connect wireless
LAN to a wired global network via an Access Point.
The Ad-hoc lets you set a small wireless workgroup
easily and quickly. Equipped with the wireless adapter,
you can share files and printers between each PC and
laptop.

Encryption

You can only set your Security preference when
Change is selected and then all fields are active for
change. To save settings, press Apply when you are
done with the settings. Select from the pull-down menu,
there are four options including Disable, WEP, TKIP
and AES.

Authentication
Mode

You can select the Authentication Mode from the pull-
down men, including Auto, Open System, Shared Key,
WPA and WPA PSK.

25



Encryption
Setting

WEP Encryption Setting _

CED =

WPA Encrvption Settinq _

pm— E——

You can only set your Security preference when "Change" is
selected and then all fields are active for change. To save
settings, press "Apply" when you are done with the settings.

WEP Encryption Setting.
Key length : 64 (bit), 128 (bit) or 256 (bit).
Default Key ID : You can set your default key ID at #1 ~ #4.

Key Format : Select Hexadecimal if you are using
hexadecimal numbers (0-9, or A-F).

Select ASCII if you are using ASCII characters (case-sensitive).

10 hexadecimal digits or 5 ASCII characters are needed if
64-bit WEP is used; 26 hexadecimal digits or 13 ASCII
characters are needed if 128-bitWEP is used; 58
hexadecimal digits or 29 ASCII characters are needed if 256-
bitWEP is used.

Key Value (#1 ~ #4) : This setting is the configuration key
used in access-ing the wireless network via WEP encryption.
You can speci-fy up to 4 different keys to encrypt or decrypt
wireless data.

26



The Key is provided via 802.1x authenticationG :

Please query your network manager about the currently used
security protocol, if 802.1x authentication is currently used,
then you can check this item to enable 802.1x security
protocol. The key value will be configured automatically,
just click "Apply" to take effect.

WPA Encryption Setting

Protocol :
This panel enables you to select an authentication protocol.

User Name :
Type in the user name assigned to the certificate.

Password : This panel is available when EAP-TLS is not
selected (either MSCHAP V2 over PEAP is selected with WEP
or LEAP is selected for CCX). This panel enables you to enter
a login name and password or request that the driver prompt
for them when you connect to a network.

Passphrase : Enter the key that you are sharing with the
network for the WLAN connection.

Key Format : Select Hex if you are using hexadecimal
numbers (0-9, or A-F).

Select ASCII if you are using ASCII characters.

Certificate : Please query your network manager about the
certificate, select the same certificate as the certification

server.
Load You may select already saved file from the "Profile name"
list, and then press "Load ". The setting status will then be
restored.
Save You may save current setting to profile and add one new
Current item in "Profile name".

Delete Delete the files in the "Profile name".

27



Click the Advanced Setting button to configure the
following figure ( Refer to the Advanced Setting part
on the next page to see more information about the
Advanced Setting ) :

~User Intert rPower C ion Setting
Lanquage: English | @ Continuous Access Mode [CAM].
) Maxi Power-Saving Mode.
r Country Ry 9 ) Fast Power-Saving Mode.
© Warld Mode
Advanced 5 User Select
Setting [4apan =

256 < 2346 [Disable) > 2346

~HATS | CTS Th

r-3

L] < 2347 [Disable) > 2347

I e J

Click the Information button to show the Driver Version,
Utility Version and MAC Address of the system.

SYSTEM INFORMATION
. Driver Version: 2.23.1129.2004

Information e

Utility Version: 1.0.1006.2004 - Mar 9 2005 16:36:20

MAC Address: 00 EO0 98 C4 D9 96




Advanced Setting

Advanced Setting

rUser Interface ~Power Consumption Setting

Language: mz @) Continuous Access Mode (CAM).

) Maximum Power-Saving Mode.

- Country Roaming () Fast Power-Saving Mode.
'World Mode

@ User Select

|annn j

~Fragmentation Threshold

256 < 2346 (Disable) > 2346

~RTS } CTS Threshold

0 < 2347 Disable) > 2347

User Interface

Language |Select your preferred Language.

Power Consumption Setting

Continuous  When this mode is selected, the power supply will be
Access Mode normally provided even when there is no throughput.
(CAM)

Maximum  When this mode is selected, this device will stay in power
Power-Saving saving mode even when there is high volume of
Mode throughput.




When this mode is selected, the power mode will switch
between CAM and Maximum Power-Saving Mode
depending on the volume of throughput.

The device driver checks the total bytes (only data frame)
every 4 seconds to decide the power mode. If the total
bytes sent exceed 10k bytes, the device driver will
choose "CAM". If the total bytes are less than 10k bytes,
however, the device driver will choose "Maximum
Power-Saving Mode".

Fast Power-
Saving Mode

Country Roaming

This function is only enabled and effective with 802.11d

World Mode standard.

Enable this function to select the country you are now

User Select .
locating.

The mechanism of Fragmentation Threshold is used to
improve the efficiency when high traffic flows along in
the wireless network. If your 802. Wireless LAN Adapter
often transmit large files in wireless network, you can
enter new Fragment Threshold value to split the packet.
The value can be set from 256 to 2346. The default
value is 2346.

Fragmentation
Threshold

RTS/CTS Threshold is a mechanism implemented to
prevent the "Hidden Node" problem. If the "Hidden
Node" problem is an issue, users have to specify the
packet size. The RTS/CTS mechanism will be activated
if the data size exceeds the value you set. The default
value is 2347. This value should remain at its default
setting of 2347. Should you encounter inconsistent
data flow, only minor modifications of this value are
recommended.

RTS/CTS
Threshold
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2.7 Access Point

In access point mode, the XPC 802.11b/g Wireless Kit will func-
tion as an access point. This allows you to set up your wireless
networks without using a dedicated AP device. Up to 16 wireless
stations can associate to the XPC 802.11b/g Wireless Kit.

To use the XPC 802.11b/g Wireless Kit to bridge your wired and
wireless network, the following requirements must be met :

1. The XPC 802.11b/g Wireless Kit must be installed on a com-
puter connected to the wired network.

2. Either configure network sharing (refer to the appendix for an
example) or bridge the two interfaces (wireless and wired) on the
computer.

3. Set the wireless station’s IP address to be in the same subnet
as the computer in which the XPC 802.11b/g Wireless Kit is
installed. Refer to Configuring the Wireless Station Comp-
uter.

Select the Access Point mode, and you will see the following figure.

. XPC B02.11b/g wireless kit =101 x|
' Network Adapter ¢ Mode: [Access Point j
) [XPG B0211b/& Wireless Kit ————————— ]
Cornect Station List :
Ci N . S
Host Hame | IP Address C Bwfw =eiim
LONDAIEM 19216832 Chanrel 6
FRANKE 19216928
shandk 192168313 T WLANAP
shanZk 1921683146 WEP: Disable
Tx Power: Level D
- Maore Setting...
( Refresh | ( )
\ Tx Frame: 2419 Rx Frame: 398 (1a1)
— - |
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Network
Adapter

You can select the network adapter from the pull-down
menu, it shows the device itself ( the XPC 802.11b/g
Wireless Kit ) and also shows the devices supported by
the XPC 802.11b/g Wireless Kit.

Connection
Station List

Show the currently connected devices and IP addresses.

Channel

Shows the selected channel that is currently in use. ( There
are 14 channels available, depending on the country.)

SSID

The SSID is the unique name shared among all points in your
wireless network. The name must be identical for all devices
and points attempting to connect to the same network. It
shows the current SSID setting of the Wireless USB Adapter.

WEP

The WEP function here has been disabled. If you want to
change to Enabled, click More Setting... to configure

Tx Power

The Tx power here is configured as Level 0, to change the Tx
power, click More Setting... to configure.

More
Setting...

Click the More Setting... button and the following figure will
appear for you to configure ( Refer to the More Setting... part
on the next page for more information about this figure. )

Access Poind Setling E

rGeneral Connection Setting — :

Channel | [ ]

Mude |

ssiD |

T Pawer | | Chargs

Authentication Mode: :Op:n System 1
Fragment B niale
RTSICTS T e

Prenmble  [Lang -

MAC Address Filler: [ .S.l.’.l.ng
Bridge Adapler:

[N bridge 5
[ Information ] § OK ]
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The quantities for the wireless network card transmit.

Tx Frame ( Frame : The unit of packet)

The quantities for the wireless network card receive.
( Frame : The unit of packet )

More Setting

Rx Frame

Access Point Setting @
rGeneral Connectlon Setiing : 1
Channel b
Mode =
ssi0 [
Tx Power Changs
I r 3 ™
WEP |Disable hi ll' Setting

Ruthentication Mode
Fragment
ATSICTE
Preamble .Lﬁlls

MAC Address Filter:

Bridge Adapter

- Open System ':

I (eabie
L VT
-]

Tetting

Na bridge bl

Intaren aton | Ok,

Channel

Shows the selected channel that is currently in use.
(There are 14 channels available, depending on the
country.)

Mode

Select Mixed Mode or 802.11b only, 802.11b/g only
standard Mode (If you choose this option the device
will automatically convert the suitable standard ).

SSID

The SSID is the unique name shared among all points
in your wireless network. The name must be identical
for all devices and points attempting to connect to the
same network. It shows the current SSID setting of the
Wireless USB Adapter.
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Select the Tx power from the pull-down menu, there

Tx Power are four levels in cluding Level 1, Level 2, Level 3
(Minimum).
Change or Click "Change" to set the General Connection Setting.
Apply After Completing the setting Click "Apply".
You can select to Enable or Disable the WEP function by
selecting from the pull-down men. Click Setting and the
following figure will appear.
~WEP Key Setting
Key Length:
Detault Key 1D: | -]
WE P Key Format:
Key Value: B |
vz |
1 |
v |
[- Cancal : ;anga ]

Authentication
Mode

Select the Authentication mode from the pull-down
menu, there are two modes for you to choose,
Open System and Shared Key.

Fragment

The mechanism of Fragmentation Threshold is used to
improve the efficiency when high traffic flows along in
the wireless network. If your 802. Wireless LAN Adapter
often transmit large files in wireless network, you can
enter new Fragment Threshold value to split the packet.
The value can be set from 256 to 2346. The default
value is 2346.

RTS/CTS

RTS/CTS Threshold is a mechanism implemented to
prevent the "Hidden Node" problem. If the "Hidden
Node" problem is an issue, users have to specify the
packet size. The RTS/CTS mechanism will be activated
if the data size exceeds the value you set.
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The default value is 2347. This value should remain at
its default setting of 2347. Should you encounter
inconsistent data flow, only minor modifications of this
value are recommended.

Preamble

A preamble is a signal used in wireless environment
to synchronize the transmitting timing including
Synchronization and Start frame delimiter. Select from
the pull-down menu to change the Preamble type into
Long or Short.

MAC Address
Filter

Click Setting and you will see the following figure. You
can select the Filter Type from the pull-down menu.

Disable : Select to disable the filter function.

Accept : You can type in 15 MAC addresses by clicking
Change. If you select Accept, then the MAC address(es)
you type in will be connected to the AP.

Reject : You can type in 15 MAC addresses by clicking
Change. If you select Reject, then the MAC address(es)
you type in will not be connected to the AP

hccess Point Setling EI

Fies Type: - EERTIR -]

rFilte MAC Address

o0, | 08. |
o, | 09. |
02. | 10. |

03. [ n [

o4, | 12. |

05, | 13. |

0. | 14, [

7. | 15. |

[ Cancel ] : Change J

Bridge
Adapter

The stations will not be allowed to connect to the
internet if you select No bridge. The stations will be
allowed to connect to the internet if you select the
device listed in the pull-down menu.
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3. Appendix

3.1 SoftAP Configuration

Internet

ADSL Router Built-in NAT,
DHCP Server

Setup Requirement :

To bridge your wired and wireless network using XPC 802.11b+g
Wireless Kit, the following must be met :

1. Install the XPC 802.11b+g Wireless Kit on the LAN-connected
computer.

2. The Soft Access Point should be connected to a network switch,
hub or a Broadband Router. Use a standard Category 5 UTP
Ethernet cable with an RJ-45 connector to connect the Soft Ac-
cess Point to one of router, hub, or switch.

3. The computer that you are installing the wireless card into has
an Ethernet connection, and is connected to a LAN with a DHCP
server. SoftAP Configuration :
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1. Select the Access Point mode, and you will see the following
screen.

MNetwork Adapter

Mode: [Access Point

g

Connect Station List:

[#PC 80211b/e Wireless Kit

Current Network Settng

Host Name | IP Address
LONDAIBM 19216832 Channet 6
S "
shan2k 1921633146 WEP: Disable
Tx Power: Level 0
e , S —

Lad|e

Tx Frame: 2419

R Frame: 398

()

2. Click the More Setting... button and the following figure will

appear for you to configure.

Access Paint Setting -
General Connection Setting
Channet [ -] 'J
Mode [Mixcd Made £
ssip [WEANZAP
Tx Power [Level 0 (17 dbm) (Mmdmum Power) =]

WEF

Fragment

RTSICTS

Preamble

Authentication Mode:

MAC Address Filter:

Bridge Adapter:

_A Disable
_& Disable

Long -

|No bridge
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3. Select the wired Network Adapter that has already installed in
the XPC from the pull-down menu.

Access Poini Setfing ﬁ

r Gereral Connection Sefing

Channel | '
Mude | -l

IxPuwrl[ 17 “ - Change 1

WEF [Disabie =)

Authentication Mode [open Bystem  +]

Fragment I it
ATHCTS L
Preamble .’Lm—:

Hridge Adnpter:
| Mo bridge -

Fealtek RTLE1 39 Family FCI Fast Ethermet NIC
1"

4. If the network connected to the wired LAN card has a DHCP
server, you just need to configure the wireless station as a DHCP
client (select Obtain an IP address automatically). If the net
work does not have a DHCP server, you must assign a fixed IP
to the wired XPC (select Use the following IP address).

Internet Protocel (TCP/IP) Properties 1 2l Internet Protocol (TCP/TP) Properties
Genaral | Geners |
i get IP settngs assigned . netvark. supports 'You can gal P catlinge assgned sulomabealy i yous network supports
this capabity m—mwmmwmm&mw thas capabity. Dthervise. you need to ask your network adminisiratos for
the appropriste IP pedtings. the appropriate IP setings.

-

+ Uge the lodowna IP addvess:
|P addresz: [192. 188 1 . 1
Subnat mack: [ 255 255 .25 . 0
1% Ditain DM seever addiess avtomatically A7 B4 ONC Srnnred Sy & amaia ey
™ Use the loloving DNS server sddresses: 0% Uszg the following DNS tervar sddrestas:
Pretesred NG serve | = Erefemad DNS server: . . . ]
Affsrnats DN 2pever == = | Atarratn DNS server L. . . |
Corca_| T =T
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This example uses the network sharing feature in Windows 2000/
XP to bridge the wired and wireless network when you set the XPC
802.11b+g Wireless Kit in access point (AP) mode

Stepl Go to Start > Settings > Network and Dial-up Con-
nections (in Windows XP, go to Start > Control Panel
and double-click Network Connections).

2 o

WinZip

‘«.}ﬁ Set Program Access and Defaults

Step2 Right-click on the icon for your Wired Ethernet Adapter
and click Properties.

9 Network and Dial-up Connections ! .&I.w.?'-l
|| Fle Edt view Favortes Tools Advanced Hebp [ & |
|| e - m - 3] Qsesch hFoders (PHstory | K5 B X | F-
|:mIﬂNetmkaﬂDiaJowctm 3 (OG‘J
Tt = | =

B | ) g
F s #H %

- Make New Wireless Area
Network and Dial- Comnection  Connection

up Connections

Ethernet Area Connection
Type: LAN Connection
Status: Enabled

Reakek RTLS139(8) PCI Fast
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Step3 Click the Sharing tab and select Enable Internet Con-
nection Sharing for this connection. Click OK.

Local Are . Lonnec'on 3 Properties

Intenet Conrection Shanng allows olher computers on your
ﬁ local netwark to access exlemnal resources through thes

2]

~ Intemet C on Shaing

<| % Enable Intetnet Connection Sharing for his connection >

e

e

- Ethernet Area Connectinn Properties

Intemet Connection Filew3

[] Protect my computes and network by limiting or preventing
access lo this computer fiom the Internet

Learn more about Intemet Connection Frewall

W s Intemet connection

Alow other network users to contiol or disable the
shared Intemet connection

Lean more about Intemet Connection Sharing.

If you're ot sure how o sel these properbes, use
the Netvcek Seip Wiza nstead
P —

( ) Corcs |

ja—y

Step4 When the following screen appears, click Yes.

Local Network

‘When Internet Connection Sharing is enabled, your LAN adapter will be set to use IP
address 192,168.0.1, Your computer may lose connectivity with other computers on
your netwark. If these other computers have static IP addresses, you should set them
to obtain their IP addresses automatically, Are you sure you want to enable Internet

5

Connection Sharing?

=l

Configuring the Wireless Station Computer

Please refer to the Network Connection in the previous section to
set up the wireless station computer(s) IP address.
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3.2 Specifications

Product Name | XPC 802.11b/g Wireless Kit

Model Name PN18g

Host Interface | Standard USB2.0 Interface

Dimensions 74(W)x23(L)x7.4(H)mm

Weight 5g

Frequency Band | 2.4 ~2.4835GHz(subject to local regulations)

Operating

Voltage =

Current

C . Tx: 350mA/ Rx:250mA / Standby: 10mA
onsumption

Spreading OFDM(Orthogonal Frequency Division Multiplexing)

1Mbps, 2Mbps, 5.5Mbps, 6Mbps, 9Mbps, 11Mbps, 12Mbps,

D Retie 18Mbps, 24Mbps,36Mbps, 48Mbps, 54Mbps,

Transmit Power [ 11g: 20.5dBm / 11b: 22dBm

Receive

Sensitivity 11Mbps @-82dBm Typical / 54Mbps @-70dBm Typical

Modulation 11 Ck(802.11b), BPSK, QPSK, 16-QAM, 64QAM(802.11b/g)

Security 64/128/256 bit WEP Encrytion, WPA Encryption

Antenna HIROSE U.FL-R-SMT(10)

Supplied Driver | Windows 2000/XP/Vista

Standards IEEE 802.11b/g

Media Access | ~qy1a/cA with ACK

protocol
Temperature AR . s ST

Range 0~ 60°C(Operating), -20 ~ 70°C(storage)
Humidity Max. 95% Non-condensing

Operating Range | Open Space: Up to 400m

Management

Utility Link Configuration for network join and diagnostics

EMC certification | FCC,CE, Japan RF, DGT

Warranty 1 year

Rated output 802.11b:5.5 mW/M/Hz,802.11b(Channel14):4.5
power density | mMW/M/Hz,802.11g:3.0 mW/M/Hz

2412-2462 MHZ , 1-11Channels 11 Channels,
DGT LP0002.




Federal Communication Commission Interference Statement
This equipment has been tested and found to comply with the limits for a
Class B digital device, pursuant to Part 15 of the FCC Rules. These limits
are designed to provide reasonable protection against harmful interference
in a residential installation. This equipment generates, uses and can radi-
ate radio frequency energy and, if not installed and used in accordance
with the instructions, may cause harmful interference to radio
communications. However, there is no guarantee that interference will
not occur in a particular installation. If this equipment does cause harmful
interference to radio or television reception, which can be determined by
turning the equipment off and on, the user is encouraged to try to correct
the interference by one of the following measures:

Reorient or relocate the receiving antenna.

Increase the separation between the equipment and receiver.

Connect the equipment into an outlet on a circuit different from that

to which the receiver is connected.

Consult the dealer or an experienced radio/TV technician for help.

This device complies with Part 15 of the FCC Rules. Operation is subject to
the following two conditions: (1) This device may not cause harmful
interference, and (2) this device must accept any interference received, in-
cluding interference that may cause undesired operation.

FCC Caution: Any changes or modifications not expressly approved by the party
responsible for compliance could void the user sauthority to operate this
equipment.

IMPORTANT NOTE:

FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an un-
controlled environment.

This transmitter must not be co-located or operating in conjunction with any other

antenna or transmitter.

IEEE 802.11b or 802.11g operation of this product in the U.S.A. is firmware-
limited to channels 1 through 11.

42



This device is intended only for OEM integrators under the following
conditions:

The transmitter module may not be co-located with any other transmitter or
antenna.

As long as conduction above is met, further transmitter test will not be required.
However, the OEM integrator is still responsible for testing their end-product for
any additional compliance requirements required with this module installed (for
example, digital device emissions, PC peripheral requirements, etc.).

IMPORTANT NOTE: In the event that these conditions can not be met (for
example certain laptop configurations or co-location with another transmitter),
then the FCC authorization is no longer considered valid and the FCC ID can
not be used on the final product. In these circumstances, the OEM integrator will
be responsible for re-evaluating the end product (including the transmitter) and

obtaining a separate FCC authorization.

End Product Labeling
The final end product must be labeled in a visible area with the following:
“ Contains TX FCC ID: S8C-PN18”

Manual Information That Must be Included

The OEM integrator has to be aware not to provide information to the end user
regarding how to install or remove this RF module in the user smanual of the
end product which integrate this module.

The users manual for OEM integrators must include the following information in
a prominent location ? IMPORTANT NOTE: To comply with FCC RF exposure
compliance requirements. The antenna must not be co-located or operating

in conjunction with any other antenna or transmitter.
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Industry Canada Statement

Operation is subject to the following two conditions:

1) this device may not cause interference and

2) this device must accept any interference, including interference that may
cause undesired operation of the device

This device has been designed to operate with an antenna having a maximum
gain of 2dBi.

Antenna having a higher gain is strictly prohibited per regulations of Industry
Canada. The required antenna
impedance is 50 ohms.

To reduce potential radio interference to other users, the antenna type and its
gain should be so chosen that the EIRP is not more than required for successful
communication.
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